Week 4 journal

Phillips 66

How Long Do We Keep Your Personal Data?

We store personal information about you on computer systems operated by us or our service providers. As a regulated company, we keep various records that contain personal information in accordance with applicable state and federal regulations, or pursuant to contractual obligations. In general, we aim to keep personal information only for as long as necessary and only for the reason(s) we collected it. It may be necessary to keep personal information longer than our official retention periods for legal or regulatory reasons, including litigation. To support us in managing how long we hold personal information and our record management, we maintain a data retention policy which includes clear guidelines on retention and deletion.

We consider the following criteria when determining how long a particular record will be retained, including any personal information contained in that record:

* How long the record is needed to provide you with the products and services you request
* How long the record is needed to support and enhance our operational processes
* How long the record is needed to protect our rights and legal interests
* How long the record must be retained to comply with applicable laws and regulations

The same personal information about you may be included in more than one record and used for more than one purpose, each of which may be subject to different retention periods based on the factors listed above.

### Children

Our Services, including our websites and applications, are not directed to children under 16 years of age and we do not knowingly collect any personal data from children under 16.  If we learn that we collected the personal data of a child under the age of 16, we will use reasonable efforts to delete such information from our systems promptly.

1. <https://www.phillips66.com/privacy-statement/>

ENI

**Data-retention period**

The data will be stored for a period of time not exceeding that necessary for the purposes for which they were collected or subsequently processed in accordance with the provisions of the legal obligations.

1. <https://www.eni.com/en-IT/privacy.html>

Berckshire Hathaway

**9. DATA RETENTION**

We will retain your personal information for the period necessary to fulfill the purposes outlined in this privacy notice unless a longer retention period is required or permitted by law. We may retain personal information for longer where required by our legal and regulatory obligations, professional indemnity obligations, or where we believe it is necessary to establish, defend or protect our legal rights and interests or those of others. With respect to the data and files we handle as a processor, we retain this personal information in accordance with our clients’ instructions.

**CHILDREN**

The Services are not intended or directed to children under the age of 18, and we do not knowingly collect any personal information, or knowingly track the use of our Services, from children. If we have actual knowledge that personal information about a child under 18 years old has been collected, then we will take appropriate steps to try and delete such personal information.

Table of interest attached #2

1. <https://www.bhhs.com/privacy-policy>
2. <https://bhlife.com/cookie-policy/>

APPLE

## Children and Personal Data

Apple understands the importance of safeguarding the personal data of children, which we consider to be an **individual under the age of 13 or the equivalent age as specified by law in your jurisdiction**. That is why Apple has implemented additional processes and protections to help keep children's personal data safe.

To access certain Apple services, a child must have a child Apple ID. A child Apple ID may be created by the **parent** or, in the case of a Managed Apple ID, by the **child's educational institution**.

* **Parents.** To create a child account, parents must review the [Family Privacy Disclosure for Children](https://www.apple.com/legal/privacy/en-ww/parent-disclosure/), which describes how Apple handles children's personal data. If they agree, the parent must provide Apple with a verifiable parental consent.
* **Educational Institutions.** Educational institutions that participate in the Apple School Manager Program may also create Apple IDs for students, called “Managed Apple IDs.” These schools are required to agree to the [Managed Apple IDs for Students Disclosure](https://www.apple.com/legal/education/apple-school-manager/) which is included as Exhibit A to the Apple School Manager Agreement
* Retention
* Where you make a purchase such as a subscription, we retain personal data associated with your purchase for the periods specified by applicable laws relating to financial reporting, which vary by region. For most customers, that requires at least a 10-year retention period, but in regions such as China that period can be 30 years. We may also retain a record of your interactions with iCloud-related services. These records are typically stored for 30 days but may be stored for up to three years in an aggregated form, unless we are required by law or legal process to store them for a longer period.
* If you delete your Apple ID account, we retain a record of the deleted account to comply with legal obligations, including as described above, and for so long as necessary for the legitimate interests of account security. If you choose to create a new account later, you will need to use an email address that is not associated with the account you have requested we delete. If you used a phone number to create your account, it cannot be used to create another account for the same reasons. You will not be able to remove the primary email address for the account or the phone number if you used it to create the account. We may also be required to retain information to comply with a court settlement or other equivalent mandated process.
* Where we delete an account, we make our best efforts to delete all personal data associated with your account. If we delete your personal data, we will both render certain personal data about you permanently unrecoverable and also deidentify certain personal data.
* At all times, information collected by Apple will be treated in accordance with Apple’s Privacy Policy, which can be found at [www.apple.com/privacy](http://www.apple.com/privacy)

1. <https://www.apple.com/legal/privacy/data/en/apple-id/>

AXA

**How long will your personal data be kept?**

The Personal Data required for processing shall be kept in compliance with the information presented below:

**Sending of messages via the contract form**: 1 year

**Sending of newsletters**: until users unsubscribe.

## **How long do we keep your personal data for?**

We and our Service Providers only retain your personal data for no longer than is reasonably necessary to fulfil the purpose for which we are processing your personal data and as required by applicable legal and regulatory requirements.

1. <https://www.axa-im-usa.com/privacy-policy>
2. <https://www.axa.com/en/page/privacy-policy>

Gazprom

**6. Deadlines for keeping personal data**

Personal data shall be kept only for as long as is necessary for the purpose of processing unless the applicable regulations provide for a longer or shorter retention period for a particular purpose or in other cases expressly prescribed by law. After that, the data are permanently deleted or anonymised. In the case of processing personal data after the expiration of the retention period (for example, the formation of a database with historical data for statistical analysis), NIS (permanently) anonymises personal data in a way that prevents the identification of the individual such data relates to.

1. <https://www.nisgazprom.rs/en/privacy-policy/>

General motors

#### How Long We Retain Your Information

We may keep the information we collect for as long as necessary to provide products or services to you, to operate our business, to enable us to communicate with you, for our safety, research, evaluation of use, or troubleshooting purposes, or to satisfy our legal or contractual obligations.  Where required, we will anonymize or dispose of the information we collect when we no longer need it for the uses described in this Privacy Statement.

#### Children's Privacy

GM websites and other online services do not target or knowingly collect any information from children under the age of 13.

1. <https://www.gm.com/privacy-statement>

Daimler

8. Deleting your personal data

The IP address and the client/user-agent, which we store for security reasons, are deleted after 90 days at the latest. Moreover, we delete your personal information as soon as the purpose for which it was collected and processed has been fulfilled. Beyond this time period, data storage only takes place to the extent made necessary by the legislation, regulations or other legal provisions to which we are subject in the EU or by legal provisions in third-party countries if these have an appropriate level of data protection. Should it not be possible to delete data in individual cases, the relevant personal data are flagged to restrict their further processing.

## **8. Deleting your personal data**

Your IP address and the name of your Internet service provider, which we store for security reasons, are deleted after seven days. Moreover, we delete your personal information as soon as the purpose for which it was collected and processed has been fulfilled. Beyond this time period, data storage only takes place to the extent made necessary by the legislation, regulations or other legal provisions to which we are subject in the EU or by legal provisions in third-party countries if these have an appropriate level of data protection. Should it not be possible to delete data in individual cases, the relevant personal data are flagged to restrict their further processing.

5.11 Deletion & Anonymization Personal data may only be stored for as long as it is necessary for the purpose for which the data is being processed. This means that personal data must be deleted or anonymized as soon as the purpose of its processing has been fulfilled or otherwise lapses, unless retention obligations continue to apply. Those responsible for individual procedures must ensure the implementation of the deletion and anonymization routines for their procedures. Each system must have a manual or automated deletion routine. Deletion requests from data subjects through deletion or removal of the personal identifiers must be technically feasible in the systems. Requirements that Daimler Truck Holding AG and Daimler Truck AG imposes for the performance of deletion routines (such as software tools, Handout for the implementation of deletion concepts, documentation requirements) must be observed

1. <https://designnavigator.daimler.com/Privacy_Statement?lang=en#data-transmission-to-recipients-outside-the-european-economic-area>
2. <https://group.mercedes-benz.com/privacy/>
3. <https://www.daimlertruck.com/fileadmin/user_upload/dokumente/unternehmen/datenschutz/data-protection-policy-eu.pdf>

### ****General electric****

### ****Retention of Personal Information****

To the extent permitted by applicable law, we retain personal information we obtain about you as long as (1) it is needed for the purposes for which we obtained it, in accordance with the provisions of this Privacy Policy or (2) we have another lawful basis, stated in this Privacy Policy or at the point of collection, for retaining that information beyond the period for which it is necessary to serve the original purpose for obtaining the personal information

**Children’s Personal Information**

The Online Channels are designed for a general audience and are not directed to children under the age of 13. We do not knowingly collect or solicit personal information from children under the age of 13 through the Online Channels. If we become aware that we have collected personal information from a child under the age of 13, we will promptly delete the information from our records. If you believe that a child under the age of 13 may have provided us with personal information, please contact us as specified in the [How To Contact Us](https://www.ge.com/privacy#_How_to_Contact) section of this Privacy Policy.

**Correction and Deletion**:  Valid requests for correction or deletion of Personal Information which is incomplete, inaccurate or excessive will be respected, and confirmed as such, except that deletion will not be performed where retention is required by the contractual relationship between GE and the individual, in the context of a legal dispute or other legal retention requirement, or as otherwise required by applicable

* 1. <https://www.ge.com/privacy>
  2. <https://www.ge.com/bcr>

Petrobras

Data storage

Petrobras stores personal data, in order to provide access to users, based on information security regulations, by means of a request, through LGPD.

Every personal data collected will be incorporated to Petrobras database for the time required to execute the purpose reported in its collection and relevant legal requirements, as well as to protect Petrobras and/or its users.

Petrobras stores data in full and authentic way, assuring provided information confidentiality. User personal data will be kept according to PETROBRAS information security standards that adopts technological solutions to protect personal data concerning integrity and secrecy. However, PETROBRAS does not assure that its systems are immune to third party intrusions or malicious software action. PETROBRAS is not responsible for damage incurring from unauthorized third-party access and/or usage, as provided by law.

**8.** Petrobras stores the data in a complete and authentic manner, ensuring the confidentiality of the information provided to us. Users ‘personal data will be kept in accordance with PETROBRAS’ information security standards, which adopt technological solutions for the protection of personal data in terms of integrity and confidentiality. However, PETROBRAS does not guarantee that its systems are immune to invasions by third parties or the action of malicious software. PETROBRAS is not responsible for damages resulting from access and / or use by unauthorized third parties, in accordance with the law.

1. <https://petrobras.com.br/en/privacy-and-protection-of-personal-data/#:~:text=Petrobras%20stores%20data%20in%20full,data%20concerning%20integrity%20and%20secrecy>.
2. <https://www.investidorpetrobras.com.br/en/privacy-notice/>

EXOR GROUP

7. HOW IS YOUR PERSONAL DATA SECURED? EXOR has taken adequate safeguards to ensure the confidentiality and security of your personal data. EXOR has implemented appropriate technical, physical and organisational measures to protect personal data against accidental or unlawful destruction or accidental loss, damage, alteration, unauthorised disclosure or access as well as all other forms of unlawful processing (including, but not limited to, unnecessary collection) or further processing. Examples are IT security policies/ procedures, staff training and secure servers.

iv) For what period do we retain your personal data for this purpose? For this purpose, your personal data will be retained for 7 years. After this term, your personal data will be deleted from our systems.

**Retention time**

Personal Data shall be processed and stored for as long as required by the purpose they have been collected for.

Therefore:

* Personal Data collected for purposes related to the performance of a contract between the Owner and the User shall be retained until such contract has been fully performed.
* Personal Data collected for the purposes of the Owner’s legitimate interests shall be retained as long as needed to fulfill such purposes. Users may find specific information regarding the legitimate interests pursued by the Owner within the relevant sections of this document or by contacting the Owner.

The Owner may be allowed to retain Personal Data for a longer period whenever the User has given consent to such processing, as long as such consent is not withdrawn. Furthermore, the Owner may be obliged to retain Personal Data for a longer period whenever required to do so for the performance of a legal obligation or upon order of an authority.  
  
Once the retention period expires, Personal Data shall be deleted. Therefore, the right of access, the right to erasure, the right to rectification and the right to data portability cannot be enforced after expiration of the retention period.

1. <https://www.exorint.com/en/privacy>

Valero

his Site has security measures in place to protect against the negligent or inadvertent loss, misuse and alteration of the information under our control. Valero’s networking systems include an industry standard firewall and systems that are both physically and logically protected (via secured locations and passwords). Consumer information will be regularly backed-up and stored in a secure location. Credit Report information will be kept on our servers in encrypted format for a maximum of 45 days. Other consumer data (such as name, address, etc.) will be kept on an industry standard computer database fully protected behind a firewall. If you have specific additional questions about Valero’s systems or the storage of data, please contact us online[**Customer.Relations@valero.com**](mailto:Customer.Relations@valero.com)**.**

With respect to your use of the App, we are committed to ensuring that the Personal Information we collect from you is secure.  We take reasonable measures, including administrative, technical and physical procedures to protect that Personal Information from loss, theft, misuse, unauthorized access, disclosure, alteration and destruction. If you believe that your Account login details have been exposed, you can change your Account password at any time using the App.

Our Commitment to Children's Privacy: Protecting the privacy of children is especially important. For this reason, we never collect or maintain information at our Site from those we actually know are under 18, and no part of our Site is structured to attract anyone under 18.

Specifically, with respect to the App, it is not intended for use by children under the age of 16. We do not knowingly solicit Personal Information from children under that age, and we do not knowingly market use of the App to children under that age. Please notify us immediately if you believe we may have collected Personal Information from a child under the age of 16 so that we can delete that information. We do not sell the Personal Information of California consumers that are less than 16 years of age.

#### 8.  Data retention

**How long will you use my personal data for?**

We will only retain your personal data for as long as reasonably necessary to fulfil the purposes we collected it for, including for the purposes of satisfying any legal, regulatory, tax, accounting or reporting requirements. We may retain your personal data for a longer period in the event of a complaint or if we reasonably believe there is a prospect of litigation in respect to our relationship with you.

To determine the appropriate retention period for personal data, we consider the amount, nature and sensitivity of the personal data, the potential risk of harm from unauthorised use or disclosure of your personal data, the purposes for which we process your personal data and whether we can achieve those purposes through other means, and the applicable legal, regulatory, tax, accounting or other requirements.

Details of retention periods for different aspects of your personal data are available in our retention policy which you can request from us by contacting us.

In some circumstances we will anonymise your personal data (so that it can no longer be associated with you) for research or statistical purposes, in which case we may use this information indefinitely without further notice to you.

### Security and Retention

Valero Energy Ltd is committed to protecting the security of your personal data. We use a variety of security technologies and procedures to help protect your personal data from unauthorized access, use, or disclosure. For example, we store the personal data you provide on computer systems with limited access that are located in facilities to which access is limited. When you move around a site to which you have logged in, or from one site to another that uses the same login mechanism, we verify your identity by means of an encrypted cookie placed on your machine. When you place an order with us, view account information, or provide financial information, we protect the transmission of such data using Secure Socket Layer (SSL) encryption.

* 1. <https://texoil.valero.com/Pages/info-privacy.aspx#dataRetention>
  2. <https://www.valero.com/legal-notice>
  3. <https://starrewards.valero.com/privacy-policy/>

Ford

**RETENTION OF PERSONAL INFORMATION**

We retain personal information for as long as necessary to provide the products and fulfill the transactions you have requested, comply with our legal obligations, resolve disputes, enforce our agreements, and other legitimate and lawful business purposes. Because these needs can vary for different data types in the context of different products, actual retention periods can vary significantly based on criteria such as whether your personal information is reasonably necessary to manage our operations, to manage your relationship with us, or to satisfy another purpose for which we collected the information; whether your personal information is reasonably necessary to carry out a disclosed purpose that is reasonably compatible with the context in which we collected the information; whether the personal information is reasonably required to protect or defend our rights or property; or whether we are otherwise required or permitted to keep your personal information by applicable laws or regulations. Where personal information is used for more than one purpose, we may retain it until the purpose with the latest period expires.

## **RETENTION OF PERSONAL INFORMATION**

We retain personal information for as long as necessary to provide the products and fulfill the transactions You have requested, comply with our legal obligations, resolve disputes, enforce our agreements, and other legitimate and lawful business purposes. Because these needs can vary for different data types in the context of different products, actual retention periods can vary significantly based on criteria such as user expectations or consent, the sensitivity of the data, the availability of automated controls that enable users to delete data, and our legal or contractual obligations.

We retain each category of personal information, in accordance with this Privacy Statement and with our records retention policy for the length of time that is reasonably necessary for the purpose for which it was collected, and as necessary to provide Services, comply with our legal obligations, resolve disputes, prevent fraud, and enforce our agreements.

1. <https://www.ford.com/help/privacy/#USprivacypolicy>
2. <https://www.ford.com/help/privacy/job-applicant-privacy/>
3. <https://www.forddirect.com/privacy>

ICBC

## Data Security

To protect Personal Information from unauthorized access and use, we use security measures that comply with applicable federal and state laws. These measures may include device safeguards and secured files and buildings as well as oversight of our third party service providers to ensure information remains confidential and secure. When you submit sensitive information via the Sites, your information is protected both online and offline. However, since the internet is not a secure environment, we cannot guarantee, ensure, or warrant the security of any information you transmit to us. There is no guarantee that information may not be accessed, disclosed, altered, or destroyed by breach of any of our physical, technical, or managerial safeguards. It is your responsibility to protect the security of your Personal Information.

## No Children Under the Age of Thirteen

The Sites are not directed to individuals under the age of thirteen, and we request that these individuals do not provide Personal Information through the Sites. We do not knowingly collect information from children under the age of thirteen. If you believe we have inadvertently collected information from a child under the age of thirteen, please notify us immediately through any of the contact methods listed in this Notice.

**III. Information Storage**  
We will properly store your user information according to relevant laws and regulations of China and countries (regions) where our business is conducted.  
Generally, we only keep your user information for a period necessary for realizing customer services, e.g.:  
User account picture: If you need to use "ICBC Mobile Banking" services, we will keep the account picture uploaded by you, and will delete corresponding information within a time limit required by laws and regulations after you cancel the services.  
User name: If you need to use "ICBC Mobile Banking" services, when you select to remember user name, we will keep your user name, and will delete corresponding information within a time limit required by laws and regulations after you cancel the services.

Data retention

ICBC is required to retain Personal Data for a period of time, based on applicable law or regulation. The retention periods may vary, depending on the applicable laws. For example, ICBC will retain Personal Data processed for the purpose of anti-money laundering (‘’AML’’) requirements for a period of five years after the relationship has ended. Another example is that ICBC will retain Personal Data for authorization details and customer agreement for a minimum of seven years after termination of the customer agreement. Conform applicable tax legislation, ICBC also retains Personal Data for seven years. Personal Data is sometimes kept longer in case necessary, for example in court proceedings or when a regulator requires specific information in the context of risk models. When the Personal Data is no longer necessary for the purpose for which the Personal Data was originally collected, ICBC has implemented measures to ensure deletion or anonymisation takes place.

1. <https://www.icbc-us.com/en/column/1438058479465414668.html>
2. <https://icbc-asia.icbc.com.cn/loginPrivacyNoticeUS.html>
3. <https://v.icbc.com.cn/userfiles/Resources/ICBC/haiwai/Amsterdan/download/2021/310321ICBCExternalPrivacyStatement.pdf>

HON HAI

#### Storage and Transfer of Data

Your Personal Data may be transferred to, stored, and/or processed in Taiwan and/or other countries with different levels of privacy protection than are applicable in your country. When we do so, we transfer data in compliance with applicable international data protection laws. We also take steps to protect Personal data in the jurisdiction in which it is stored or to which it is transferred. We have procedures and controls to help ensure the protection of Personal Data. Your Personal Data may also be processed by staff working for us or for our vendors or suppliers. Such staff may be engaged in, among other things, the provision of support services. By submitting your Personal Data, you consent to any such transfers, storage or other processing of your Personal Data as set out in this Privacy Statement.

It is important to note that some or all of your Personal Data provided to third party service providers may be held by them in countries other than your own. You acknowledge and understand that your Personal Data will be subject to the applicable laws of each such jurisdiction, which may not provide for the same level of protection as your country of residence.

We will not retain your personal data longer than is necessary to honor your choices, fulfill the purposes for which it was collected, or as required by law.

Protection of Identity and Non-Retaliation Programs that ensure the confidentiality, anonymity and protection of supplier and employee whistleblowers are to be maintained, unless prohibited by law. Anonymous complaints with clear and specific descriptions of person/time/place/event are to be accepted and protected. Foxconn should have a communicated process for their personnel to be able to raise any concerns without fear of retaliation.

1. <https://www.foxconn.com/en-us/privacy-and-policy>
2. <https://www.honhai.com/s3/reports/CSR%E5%A0%B1%E5%91%8A%E6%9B%B8/%E6%96%B9%E9%87%9D%E6%BA%96%E5%89%87/2021%20Details%20of%20HON%20HAI%20Code%20of%20Conduct.pdf>